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they would be prepared when ACS was 
decommissioned. 

CBP has developed a staggered 
transition strategy for decommissioning 
ACS. The first two phases of the 
transition were announced in a Federal 
Register notice on February 29, 2016. 
(81 FR 10264). The third phase of the 
transition was announced in a Federal 
Register notice on May 16, 2016. (81 FR 
30320). This notice announces the 
fourth phase of the transition. In this 
phase, CBP will decommission ACS for 
most entry and entry summary filings. 

ACE as the Sole CBP-Authorized EDI 
System for the Processing of Certain 
Electronic Entry and Entry Summary 
Filings 

This notice announces that, effective 
July 23, 2016, ACE will be the sole CBP- 
authorized EDI system for the electronic 
entry and entry summary filings listed 
below, for all filers. These electronic 
filings must be formatted for submission 
in ACE, and will no longer be accepted 
in ACS. 
• 01—Consumption—Free and Dutiable 
• 02—Consumption—Quota/Visa 
• 03—Consumption—Antidumping/ 

Countervailing Duty 
• 06—Consumption—Foreign Trade 

Zone (FTZ) 
• 07—Consumption—Antidumping/ 

Countervailing Duty and Quota/Visa 
Combination 

• 11—Informal—Free and Dutiable 
• 12—Informal—Quota/Visa (other than 

textiles) 
• 21—Warehouse 
• 22—Re-Warehouse 
• 23—Temporary Importation Bond 

(TIB) 
• 31—Warehouse Withdrawal— 

Consumption 
• 32—Warehouse Withdrawal—Quota 
• 34—Warehouse Withdrawal— 

Antidumping/Countervailing Duty 
• 38—Warehouse Withdrawal— 

Antidumping/Countervailing Duty & 
Quota/Visa Combination 

• 51—Defense Contract Administration 
Service Region (DCASR) 

• 52—Government—Dutiable 
• 61—Immediate Transportation 
• 62—Transportation and Exportation 
• 63—Immediate Exportation 
• 69—Transit (Rail only) 
• 70—Multi-Transit (Rail only) 

ACS as the Sole CBP-Authorized EDI 
System for the Processing of Certain 
Electronic Entry and Entry Summary 
Filings 

Electronic entry and entry summary 
filings for the following entry types 
must continue to be filed only in ACS. 
CBP will publish a subsequent Federal 
Register Notice in the future when these 

entry and entry summary filings will be 
transitioned in ACE. 
• 08—NAFTA Duty Deferral 
• 09—Reconciliation Summary 
• 41—Direct Identification 

Manufacturing Drawback 
• 42—Direct Identification Unused 

Merchandise Drawback 
• 43—Rejected Merchandise Drawback 
• 44—Substitution Manufacturer 

Drawback 
• 45—Substitution Unused 

Merchandise Drawback 
• 46—Other Drawback 

Due to Low Shipment Volume, Filings 
for the Following Entry Types Will Not 
Be Automated in Either ACS or ACE 

• 04—Appraisement 
• 05—Vessel—Repair 
• 24—Trade Fair 
• 25—Permanent Exhibition 
• 26—Warehouse—Foreign Trade Zone 

(FTZ) (Admission) 
• 33—Aircraft and Vessel Supply (For 

Immediate Exportation) 
• 64—Barge Movement 
• 65—Permit to Proceed 
• 66—Baggage 

Dated: May 18, 2016. 
R. Gil Kerlikowske, 
Commissioner, U.S. Customs and Border 
Protection. 
[FR Doc. 2016–12067 Filed 5–20–16; 8:45 am] 
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Notice of Public Workshop Regarding 
the Cybersecurity Information Sharing 
Act of 2015 Implementation 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: Notice of public workshop. 

SUMMARY: The Department of Homeland 
Security (DHS) announces a public 
workshop on Thursday, June 9, 2016 to 
discuss information sharing as related to 
Title I of the Cybersecurity Act of 2015, 
the Cybersecurity Information Sharing 
Act. 

DATES: The workshop will be held on 
Thursday, June 9, 2016, from 9:00 a.m. 
to 4:00 p.m. EDT. The meeting may 
conclude before the allotted time if all 
matters for discussion have been 
addressed. 

ADDRESSES: The meeting location is the 
Navy League of the United States, 2300 
Wilson Boulevard, #200, Arlington, VA 
22201. See the Submitting Written 
Comments section for the address to 
submit written or electronic comments. 

SUPPLEMENTARY INFORMATION: 
Information about the Cybersecurity 
Information Sharing Act of 2015 and 
Automated Indicator Sharing can be 
found at: https://www.dhs.gov/ais. 
FOR FURTHER INFORMATION CONTACT: If 
you have questions concerning the 
meeting, please contact 
cisaimplementation@HQ.DHS.GOV or 
Robert Hopkins, Director, External 
Affairs, Office of Cybersecurity and 
Communications, Department of 
Homeland Security, Robert.Hopkins@
hq.dhs.gov or (703) 235–5788. 

Background and Purpose 

On December 18, 2015, the President 
signed into law the Cybersecurity Act of 
2015 as a part of the FY16 omnibus 
spending bill. Both Congress and the 
White House were active on the issue of 
cybersecurity during 2015, with 
multiple bills passed in each chamber. 
The resulting law included in the 
omnibus spending legislation reflects a 
reconciliation of the cybersecurity bills 
passed in the House and Senate in 2015. 

Title I, the Cybersecurity Information 
Sharing Act (CISA), authorizes 
companies to voluntarily share cyber 
threat indicators and defensive 
measures with the Federal Government, 
State, Local, Tribal, and Territorial 
(SLTT) entities, and other private sector 
entities through a capability and process 
established by DHS. The law also: 

• Provides liability protection to 
private sector entities for information 
shared in accordance with the law; 

• Directs DHS to share private sector 
cyber threat indicators and defensive 
measures in an automated and real-time 
manner with Federal departments and 
agencies for cybersecurity purposes; 

• Establishes measures to ensure that 
cybersecurity information received, 
retained, or shared by the DHS 
mechanism will not violate the privacy 
or civil liberties of individuals, under 
procedures jointly drafted by the 
Department of Justice and DHS; 

• Protects shared information from 
public disclosure; and 

• Sunsets the provisions for these 
information sharing measures in 10 
years. 

The CISA establishes an additional 
statutory basis for the Department’s 
information sharing efforts with the 
Automated Indicator Sharing (AIS) 
initiative, which enables real-time 
sharing of cyber threat indicators 
between DHS and stakeholders in the 
public and private sectors. The DHS 
real-time sharing process (and the web 
form and email processes) for cyber 
threat indicator and defensive measure 
sharing do not replace pre-existing 
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cyber incident and cyber-crime 
reporting. 

The purpose of the public workshop 
is to engage and educate stakeholders 
and the general public on CISA 
implementation and related issues such 
as: 

• What is CISA? 
• What is the Automated Indicator 

Sharing (AIS) initiative? 
• What are the privacy concerns 

around CISA and how are privacy 
protections built into information 
sharing? 

• What is the benefit of participating 
in an Information Sharing and Analysis 
Organization (ISAO) as it pertains to 
CISA? 

• How does an organization (Federal 
or non-federal) connect and participate 
in AIS? 

The event will consist of a 
combination of keynote addresses, 
presentations, and panel discussions, 
each of which will provide the 
opportunity for audience members to 
ask questions. 

Information on Service for Individuals 
With Disabilities 

For information on facilities or 
services for individuals with disabilities 
or to request special assistance at the 
public meeting, contact 
cisaimplementation@hq.dhs.gov and 
write ‘‘Special Assistance’’ in the 
subject box or contact the meeting 
coordinator from the FOR FURTHER 
INFORMATION CONTACT section of this 
notice. 

Meeting Details 

Members of the public may attend 
this workshop by RSVP only up to the 
seating capacity of the room. A valid 
government-issued photo identification 
(for example, a driver’s license) will be 
required for entrance to the meeting 
space. Those who plan to attend should 
RSVP by emailing cisaimplementation@
hq.dhs.gov 7 days prior to the meeting. 
Requests made after June 2, 2016 may 
not be able to be accommodated. 

We encourage you to participate in 
this meeting by submitting comments to 
the CISA Implementation mailbox 
(cisaimplementation@hq.dhs.gov), 
commenting orally, or submitting 
written comments to the DHS personnel 
attending the meeting who are 
identified to receive them. 

Submitting Written Comments 

You may also submit written 
comments to the docket using any one 
of the following methods: 

(1) Federal eRulemaking Portal: 
http://www.regulations.gov. Although 
comments are being submitted to the 

Federal eRulemaking Portal, this is a 
tool to provide transparency to the 
general public, not because this is a 
rulemaking action. 

(2) Email: cisaimplementation@
hq.dhs.gov. Include the docket number 
in the subject line of the message. 

(4) Mail: Robert Hopkins, Director, 
External Affairs, Office of Cybersecurity 
and Communications, NPPD, 
Department of Homeland Security, 245 
Murray Lane, Mail Stop 0615, 
Arlington, VA 20598–0615. 

To avoid duplication, please use only 
one of these three methods. All 
comments must either be submitted to 
the online docket on or before June 2, 
2016, or reach the Docket Management 
Facility by that date. 

Authority: Secs. 103 and 105, Pub. L. 114– 
113, Div. N, Title I. 

Dated: May 16, 2016. 
Andy Ozment, 
Assistant Secretary, Cybersecurity and 
Communications, National Protection and 
Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2016–12018 Filed 5–20–16; 8:45 am] 
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Agency Information Collection 
Activities: Application for Temporary 
Protected Status, Form I–821; Revision 
of a Currently Approved Collection 

AGENCY: U.S. Citizenship and 
Immigration Services, Department of 
Homeland Security. 
ACTION: 60-Day notice. 

SUMMARY: The Department of Homeland 
Security (DHS), U.S. Citizenship and 
Immigration Services (USCIS) invites 
the general public and other Federal 
agencies to comment upon this 
proposed revision of a currently 
approved collection of information or 
new collection of information. In 
accordance with the Paperwork 
Reduction Act (PRA) of 1995, the 
information collection notice is 
published in the Federal Register to 
obtain comments regarding the nature of 
the information collection, the 
categories of respondents, the estimated 
burden (i.e. the time, effort, and 
resources used by the respondents to 
respond), the estimated cost to the 
respondent, and the actual information 
collection instruments. 

DATES: Comments are encouraged and 
will be accepted for 60 days until July 
22, 2016. 
ADDRESSES: All submissions received 
must include the OMB Control Number 
1615–0043 in the subject box, the 
agency name and Docket ID USCIS– 
2007–0013. To avoid duplicate 
submissions, please use only one of the 
following methods to submit comments: 

(1) Online. Submit comments via the 
Federal eRulemaking Portal Web site at 
http://www.regulations.gov under 
e-Docket ID number USCIS–2007–0013; 

(2) Email. Submit comments to 
USCISFRComment@uscis.dhs.gov; 

(3) Mail. Submit written comments to 
DHS, USCIS, Office of Policy and 
Strategy, Chief, Regulatory Coordination 
Division, 20 Massachusetts Avenue 
NW., Washington, DC 20529–2140. 
FOR FURTHER INFORMATION CONTACT: 
USCIS, Office of Policy and Strategy, 
Regulatory Coordination Division, 
Samantha Deshommes, Acting Chief, 20 
Massachusetts Avenue NW., 
Washington, DC 20529–2140, 
Telephone number (202) 272–8377 
(This is not a toll-free number. 
Comments are not accepted via 
telephone message). Please note contact 
information provided here is solely for 
questions regarding this notice. It is not 
for individual case status inquiries. 
Applicants seeking information about 
the status of their individual cases can 
check Case Status Online, available at 
the USCIS Web site at http:// 
www.uscis.gov, or call the USCIS 
National Customer Service Center at 
(800) 375–5283; TTY (800) 767–1833. 
SUPPLEMENTARY INFORMATION: 

Comments 

You may access the information 
collection instrument with instructions, 
or additional information by visiting the 
Federal eRulemaking Portal site at: 
http://www.regulations.gov and enter 
USCIS–2007–0013 in the search box. 
Regardless of the method used for 
submitting comments or material, all 
submissions will be posted, without 
change, to the Federal eRulemaking 
Portal at http://www.regulations.gov, 
and will include any personal 
information you provide. Therefore, 
submitting this information makes it 
public. You may wish to consider 
limiting the amount of personal 
information that you provide in any 
voluntary submission you make to DHS. 
DHS may withhold information 
provided in comments from public 
viewing that it determines may impact 
the privacy of an individual or is 
offensive. For additional information, 
please read the Privacy Act notice that 
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